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1. INTRODUCTION

1.1. PURPOSE

This Configuration Management Plan (CMP) defines the specific policy and procedures for interoperability synchronization (IS) configuration management (CM) of Block 1 of the Army’s Software Blocking (SWB) program.  It establishes the methods to: 

1. Identify, define, and establish accounting controls for SWB Block 1 (SWB-1) Baseline Work Products (Appendix A.2);  

2. Control modification and release of SWB-1 Baseline Work Products;

3. Track the status of SWB-1 Baseline Work Products and modification requests; and

4. Control storage, handling and delivery of SWB-1 Baseline Work Products.

1.2. Scope

This document applies to all configuration management activities of SWB Block 1 configuration items in accordance with the Army SWB Policy and the Block Execution Management Plan (BEMP) for SWB Block 1.   For the purpose of this document, configuration items are those items developed by and/or formally submitted to the SWB community to specify system interoperability interface specifications, and dependencies, including those hardware interface specifications referenced in the Technical Architecture Profile (TV-1).  This is done explicitly to satisfy the mission of defining Block 1 System Of Systems (SoS) interoperability and delivery synchronization, as well as fully documenting the management of SWB process itself.  Configuration control of software deliverables for SWB evaluation is beyond the scope of this document and will be covered in the Central Technical Support Facility (CTSF) Intra-Army Interoperability Certification (IAIC) Standard Operating Procedures (SOP), as attached.
1.3. Relationship to Other Plans

For all systems identified in the SWB Block 1 BEMP, this plan defines the overarching processes for maintenance of IS CM at the SoS level.  In order to ensure that proposed changes to a member system do not break the interoperability of the SoS or the Block delivery schedule, SWB-1 member organizations should update their CM plans and contracts to formalize consideration of impact on SoS SWB baselines, and to participate in the change management process contained herein.  In general, the criterion for impact assessment is whether a proposed system change impacts a defined block baseline.  More specifically, the criteria covers changes:

· Affecting implementation conformance to specified message and communication protocol standards or profiles;

· Affecting functionality critical to execution of SoS mission threads;

· Impacting dependencies (functional or schedule) with other systems;

· Impacting system delivery schedule.

This document shall NOT take precedence over any future SWB Block BEMP or Block ISCMP. 

1.4. Acronyms, abbreviations and definitions

Acronyms and abbreviations used in this plan are listed and defined in Appendix A.1.  Special terms used in this plan are defined in Appendix A.2.

1.5. References 

	1
	No Number
	Army System of Systems and Unit Set Fielding Directive, 24 MAY 2001

	2
	No Number
	Software Blocking Policy, 18 SEP 2001

	3
	No Number
	SWB Risk Management Plan 30 OCT 2002

	4
	No Number
	SWB-1 Block Execution Management Plan (BEMP)

	5
	DA Form 5005-R
	Engineering Change Proposal – Software (ECP-S), NOV 1981

	6
	AR 25-1
	Army Information Management, 31 May 2002

	7
	AR 25-3
	Army Life Cycle Management of Information Systems, 15 OCT 1989

	8
	AR 70-1
	Army Acquisition Policy, 15 December 1997


Table 1.1:  Reference Documents

2. IS CM Management 

2.1. Organization and Authority

2.1.1. General Officer Steering Committee (GOSC)

The GOSC provides overall guidance for the integration, planning, development, acquisition, testing, product improvements, and fielding of Army SWB systems.  The GOSC is the sole authority to approve/disapprove changes to this plan in any part and shall adjudicate individually any request for exception to or deviation from requirements of this plan.  

The GOSC, in its June 10, 2002 meeting, has delegated this authority to the System of System Oversight Council (SOC) and its Interoperability Synchronization Configuration Control Board (ISCCB) for Army Software Blocking Block 1. 

2.1.2. Interoperability Synchronization Configuration Control Board (ISCCB) 

The SOC, functioning as the ISCCB, shall be the formal SoS level CM decision-making forum for SWB-1, and shall be scheduled to meet at the call of any of the chairmen.  The SOC membership votes as input to the SOC tri-chairs that have the final say if there is critical disagreement.  On critical issues, the SOC may request a GOSC determination.

2.1.2.1. Interoperability Synchronization Configuration Management Office (ISCMO)

The ISCMO, a subgroup under the ISCCB, serves as the secretariat for all ISCCB activities, is the central configuration management authority for all SWB configuration management activities, including the custodian of all GOSC approved SWB baseline work product configuration items, and provides overarching interoperability engineering support to SWB CM activities across and outside of the individual Blocks.

2.1.3. Engineering Review Board (ERB)

The Block 1 Block Execution Integrated Product Team (BE IPT), functioning as the ERB, shall be the primary oversight organization for the Execution Segment of the Block as described in the Army Software Blocking Policy, and shall function as the Block-1 Engineering Review Board (ERB). 

2.1.3.1. ERB/ISCCB Secretariat
Within a block, the ERB/ISCCB Secretariat  supports the ERB by providing ECP processing (to include impact analysis and recommendations); ERB, SOC, and GOSC briefings; and tracking of determinations.  The ISCMO supporting this Sub-IPT maintains the configuration control of all Block baseline configuration items (CIs).  The membership of the ERB/ISCCB Secretariat  shall consist of a permanent Chair and Secretariat from the ISCMO, and the Block Execution IPT Secretariat. As each ECP is received, a Rapid Action Tiger Team (RATT) will be formed that draws upon the membership of the SWB community.  This assures that the essential subject matter experts (SMEs) and stakeholder representation is provided in the development of the ECP recommendation to the ERB and the ISCCB.

2.1.4. Program Executive Officers (PEO) and MACOM Commanders

AR 70-1 identifies PEOs as Material Developers (MATDEV) and Major Command (MACOM) Commanders as providers of matrix support to the MATDEVs.  As integrators of Systems-of-Systems (SoS), in accordance with the AR 25-1 “Army-wide, not individual system” implementation of Public Law 104-106, and the Clinger-Cohen Act of 1996, PEOs and MACOM Commanders are charged with supporting this prospective and all related policies and procedures.   Toward that end, the PEOs and MACOM Commanders, identified on the endorsement page, agree to adopt and enforce the coordination of intended system interfaces, functionality and delivery schedules, and of proposed changes to these parameters, prior to their implementation.  This is essential to allow evaluation of impact on Army-wide System-of-System interoperability and program delivery synchronization. 

2.2. Responsibilities

See Appendix B: Table of Organizational Responsibilities, for a detailed summary of SWB CM responsibilities.

3. CM Activities 

3.1. Configuration Identification

Configuration identification activities shall identify, name, and describe the documented physical and functional characteristics of each CI to be controlled throughout the life of the SWB initiative.

3.1.1. Software Block Identification

The letters “SWB“ a dash ”-" and a sequential integer value beginning with 1 shall identify the software block.

3.1.2. Configuration Item Identification Criteria

SWB CIs consist of Quality Records and Baseline Work Products.   For complete definitions of these terms, see Table A.2 in Appendix A.

3.1.3. Block Baseline Identification

A Block Baseline is identified and defined by a set of formally designated CIs, fixed at a specific time during the Block life cycle.  The CIs that comprise the Block 1 configuration baseline, and their required level of configuration control, are specified in the Master SWB CI Log maintained on the Block 1 QuickPlace, conforming to the format defined in Appendix D.  

3.1.4. Identification Schema

Software products required for OPEVAL delivered by Block 1 participants to the Central Technical Support Facility (CTSF) for Interoperability Certification and delivery shall be identified in accordance with (IAW) CTSF IAIC SOP (Attachment 1).

Appendix D delineates the naming schema for Block 1 CIs and ECPs to be used by the ERB/ISCCB Secretariat.

3.1.5. Acquiring Configuration Items

Block 1 participants can submit CIs to the Chair of the ERB/ISCCB Secretariat.  

A CI which is identified as a SWB Baseline Work Product (see Table A.2 for full definition), must be accompanied by an ECP to support the Block's baseline adaptation of the new CI.  The Chair of the ERB/ISCCB Secretariat will initiate the processing of this CI ECP per section 3.2 to formally adopt the CI into the SWB baseline.  

Submission of SWB Quality Document (see Table A.2 for full definition) CIs (non-baseline; e.g. meeting minutes, agendas) shall be reviewed and posted to the Block 1 QuickPlace®, within the room of the activity authoring that CI.

Documents submitted by organizations external to the Software Blocking community (e.g. Army CCB) shall be submitted to the ISCCB Secretariat for disposition, and may require the submitting activity to submit an ECP to support the CI as above.

3.2. Change Control

Changes to items that constitute the approved Block 1 configuration baseline shall be accomplished by submission of a formal engineering change proposal (ECP) (Appendix E).  The configuration baseline, and all changes to it, shall be controlled as defined below.

3.2.1. ECP Submission

If the ECP is submitted by a program/product participating in the block, the ECP shall be submitted to the ERB/ISCCB Secretariat.  If the ECP is submitted by an organization other than a block participant (e.g. ACCB), the ECP shall be submitted to the ISCCB Secretariat.

The ECP shall be prepared IAW Appendix E of this document. The ERB/ISCCB Secretariat  shall coordinate the preparation of a detailed estimate of impact to the Block 1 Master Schedule, and interoperability within Block 1 or any legacy or Joint systems.  

The recipient of the ECP (ERB/ISCCB Secretariat  Chair or ISCCB Secretariat) shall distribute it, and arrange for the appropriate boards to schedule it on their agenda.

3.2.2. ECP Withdrawal

The originator of an ECP may withdraw it from consideration by formal, written (electronic or paper) notification to the appropriate ECP coordinator.  The coordinator will update the agenda of all applicable meetings and notify all individuals with processing or evaluation responsibility of the withdrawn ECP.

3.2.3. ECP Revision

To revise an ECP, the original ECP is withdrawn (see 3.2.2 above) and superseded by a revision that is processed in the same manner as the original ECP.  The revisions shall be identified by appending “-Rn” to the name of the original ECP identifier (per Appendix D), and shall bear a notation that it supersedes the original ECP.  

3.2.4. ECP Evaluation

3.2.4.1. Routine ECP Distribution and Processing 

The ERB/ISCCB Secretariat shall process each “Routine” ECP as follows:

1. Assign the ECP a unique ECP Identifier and review the ECP for accuracy and completeness. 

2. Log the ECP, post it on the Block 1 SWB QuickPlace®, and track the ECP status.

3. Distribute to the ERB/ISCCB Secretariat  members.

4. Schedule ERB/ISCCB Secretariat  review meeting.

5. Facilitate initial technical evaluation for synchronization or interoperability impact,

6. Coordinate with all impacted organizations to determine status, recommendations and schedule.

7. Facilitate the preparation of the ERB/ISCCB Secretariat 's recommendation and supporting rationale for ERB review and concurrence.

8. Maintain records of all meetings that pertain to the ECP.

9. Track action Items that pertain to the ECP.

10. Facilitate the preparation of the ERB recommendation and supporting rationale for ISCCB review and concurrence.

11. Prepare the ISCCB briefing.

12. Record ISCCB resolution of the ECP.

13. Notify all impacted organizations of ECP resolution.

14. If approved, track ECP implementation status as it pertains to SWB-1 Baseline Work Products.

Maximum visibility of the above activities shall be maintained on the SWB QuickPlace® until the Multi-User ECP Automated Review System (MEARS) can be implemented.
A copy of ECPs impacting programs not participating in SWB shall be sent to the affected external program office as soon as possible.

For externally submitted ECPs, the ISCCB Secretariat shall coordinate the external program configuration control board review date(s) to occur within 30 days.

The ERB/ISCCB Secretariat  shall convene to review ECPs for impact on block synchronization or interoperability.  

3.2.4.2. Urgent ECP Distribution And Processing

ECPs assigned an “Urgent” (Urgent=Safety critical) priority shall be processed in the same manner as those with “Routine” priority with the following exception. Urgent ECPs shall be expedited by:

1. Always being transmitted by “Highest Priority” email with return receipts active for tracking, 

2. Always require short suspense, wherever practical, per Table 3.5-1, and

3. All other available methods to facilitate a shorter review cycle (e.g. VTC, teleconference, etc).

3.2.4.3. Emergency ECP Distribution and Processing

Prior approval by the ISCCB Tri-Chairs shall be required to utilize this procedure.

A short approval cycle shall be used when an ECP is designated as “Emergency” priority. The following procedure shall apply in those cases when the emergency cycle is used.

3.2.4.3.1. Emergency ECP Submission

The submitter of the “Emergency” ECP shall:

1. Notify the ERB/ISCCB Secretariat  of the proposed change and the need for invoking the short approval cycle.

2. Submit ECP electronically

3. Provide an unambiguous description of each proposed change.  Change description may take the form of “red-lined” change pages.

4. Provide an estimated list of all systems (both within and external to the Block) whose synchronization or interoperability is potentially impacted by the change

5. Provide a detailed description of impact to each MOA that could affect another system’s synchronization or interoperability.

6. Provide sufficient data to approve/disapprove the change at the meeting.  Data, in change page form, shall be distributed so that all the participants will have the data prior to the meeting.

3.2.4.3.2. Emergency ECP Coordination

The ISCCB Secretariat shall be responsible for:

1. Obtaining SOC Tri-Chair concurrence for use of the “Emergency” priority designation.

2. Reviewing the ECP for impact on block to legacy interoperability.

3. Assuring that ECPs impacting programs not participating in the Block are forwarded to the affected external program office as soon as possible.

4. Scheduling an emergency ERB/ISCCB Secretariat  meeting of all affected organizations.  This meeting shall be held within 1 to 2 calendar days of approval by the SOC Tri-Chairs for use of the “Emergency” priority designation.  

5. Forwarding the ECP to the ERB/ISCCB Secretariat  for the development of a Rough Order of Magnitude (ROM) cost estimate ((15%) resulting from the Emergency ECP.

6. Assuring the approved ECP containing the technical agreements to changes in affected Block Baseline CIs, including the ROM cost estimate, are signed and sent to the ISCCB for approval.  These changes may be in the form of redlined change pages attached to the ECP.

7. Assisting the SOC Executive Secretariat with the convening of an Emergency ISCCB for approval/disapproval of the Emergency ECP; teleconference, video teleconference (VTC) or other electronic meeting mechanism is strongly encouraged.

8. Brief the ISCCB on the recommendations of the emergency ERB/ISCCB Secretariat  meeting.

9. Publish the findings of the ISCCB.

Each participant in emergency ECP meetings shall be fully prepared and authorized to commit to implementation.  Each affected contractor representative shall be authorized to commit his organization to a ROM estimate ((. 

The Block representative(s) at the emergency ECP meetings shall include the affected PEO/PM/System Managers, or their authorized representative.

3.2.5. Approving/Disapproving ECP

The ISCMO shall: 

1. Assemble ECP analysis and recommendations of the ERB/ISCCB Secretariat,

2. Brief the ERB and document their recommendations,

3. Brief the ISCCB and document their decision, utilizing the forms contained in Appendix G of this document.

3.2.6. Implementation of approved Changes

The ERB/ISCCB Secretariat  shall be responsible to track and report the status of implementation of all approved ECPs as well as assuring controlled access/visibility of the current approved version of all Block CIs.  The implementation of all approved ECPs is the responsibility of the MATDEV/organization that submitted the proposal.  Incorporation of the approved changes into the SWB Baseline Work Product documentation is the responsibility of the Custodian for the specific SWB configuration item(s).

3.2.7. Request for Deviations

Requests for Deviations shall be submitted to the ERB/ISCCB Secretariat  for review.  The ECP form shall be used for the submission of all requests for Deviations. Requests for Deviations shall be assigned identification in the same manner as any other ECP (per Appendix E). Priority shall be as assigned in the same manner as any other ECP.  The Deviation request shall state the time period that it is necessary, or state if the deviation is indefinite.  The time period of the deviation must be justified.

3.2.8. Incorporation Of Deviations 

The approved deviation ECP shall, be entered into the SWB Deviation Log (see Appendix F) maintained on the SWB QuickPlace.  Each affected Block Baseline CI shall designate the appropriate paragraph(s) with the specific Deviation number in the right margin and in the Table of Contents margin to show deviated requirements.  The ERB/ISCCB Secretariat  shall track each allowed deviation to closure.

3.3. Configuration Status Accounting

See Appendix H for information on Configuration Status Accounting.

3.4. Interface Control

Interface Control is the process of identifying, documenting, and controlling all characteristics relevant to the interfacing of two or more items provided by one or more organizations in accordance with agreed upon standards and is the purview of the involved organizations.  It is the responsibility of the respective PMs to provide documentation reflecting the system interface specifications they intend to implement with other systems in the block.  This is done by supporting SWB data calls, or by submitting formal documentation that can be referenced by the SWB baseline, as part of the baseline (i.e. a CI by reference).  Examples of this include copies of minutes of Technical Information Meetings (TIM), Memorandums of Agreement (MOA), and Information Exchange Requirements (IER).

Once the interface requirements, interface specifications, IERs and MOAs are approved as Block CIs, all change proposals or requests for deviation shall go through the ERB/ISCCB for analysis of their impact on Block 1 interoperability, as well as legacy and/or Joint interoperability, and are subject to ERB, ISCCB, and GOSC approval.  

3.5. Configuration Control 

3.5.1. ERB/ISCCB Secretariat  Meetings

3.5.1.1. Meeting Schedule

The ERB/ISCCB Secretariat  shall post its meeting schedule to the block’s web site.  Regular teleconferences should be bi-weekly when ECP RATTs are active, and prior to any ERB or ISCCB meeting as required for preparation.  IPT teleconferences can serve as ERB/ISCCB Secretariat meetings when ECP activity is low, as not to impact the IPT function. Table 3.5-1 provides detailed recommendations for the three ECP processing cycles.

	EVENT
	RESPONSIBLE
	Days Prior to ISCCB Meeting

	
	
	Routine
	Urgent
	Emergency

	Submit ECP
	Requester
	60
	16
	7

	Distribute ECP& Schedule RATT
	Recipient
	56
	15
	6

	ERB Concurrence
	ERB/ISCCB
	14
	4
	2

	ISCCB Briefing Submitted
	ISCCB Sec.
	7
	2
	1


Table 3.5-1: ECP Processing Schedule

3.5.1.2. Membership And Attendance

The membership of the ERB/ISCCB Secretariat  shall consist of a permanent Chair and Secretariat from the ISCMO, and the Block Execution IPT Secretariat. As each ECP is received (or if other issues are tasked to the ERB/ISCCB Secretariat  by the Block Execution IPT), Rapid Action Tiger Teams (RATT) will be formed that draw upon the membership of the SWB community.  This assures that the essential subject matter experts (SME) and stakeholder representation is provided in the development of the ECP recommendation to the Block Execution IPT.  These ECP RATTs are responsible for the development of the ERB/ISCCB Secretariat  recommendation to the Block Execution IPT, and will be dissolved upon the completion of the ECP action. The ERB/ISCCB Secretariat will publish a formal call for ECP RATT participation to the SWB community through the Block Execution IPT once the ECP submission is formally processed.  ECP RATTs are to be lead by the sponsor of the ECP, who is responsible for status reports at each ERB/ISCCB Secretariat meeting. 

3.5.1.3. Meeting Invitation

Notification of the date, time, mandatory attendees, location, method, and agenda for an ERB/ISCCB Secretariat  meeting should be posted to the Block's web site no later than 2 weeks prior to the event.  Additional guidance for obtaining supporting information for the meeting will also be included.  Calls for ECP RATT participation made by the ERB/ISCCB Secretariat  through the BE IPT are considered invitations, and will include the necessary information for prospective participants to attend.  For Urgent and Emergency priority ECPs, RATT participation calls shall be sent directly to the BE IPT membership by "urgent" email with a return receipt requested for "when opened."

3.5.1.4. Meeting Mechanics

In the unavoidable event the Chairperson cannot be present for a scheduled ERB/ISCCB Secretariat  meeting, a documenting memorandum from the Chairperson shall delegate the responsibility/authority.  As such, the ERB/ISCCB Secretariat  can never meet without a Chairperson present.

ERB/ISCCB Secretariat  meetings have the following major objectives:

1. Formal initiation of newly submitted ECPs, and supporting RATTs

2. Disposition of current agenda items (ECPs).

3. Final coordination of action recommendations for previously distributed and approved/disapproved ECPs.

Current agenda items shall be directed at obtaining a consensus recommendation from ECP RATTs for presentation to the ERB and the ISCCB for disposition.  Each such review shall consist of the following steps:

(1) The Chair shall introduce the new ECP per the agenda 

(2) The ECP originator shall present the ECP, provide pertinent background information as may be appropriate, and present the proposed change that is deemed necessary and prudent to implement

(3) The Chair will then direct that a call for participation in a RATT to sponsor this ECP be sent to the BE IPT.  The RATT chair by default, will be individual / organization that initiated the ECP. 

(4) Once consensus on the recommendation is arrived at by the ECP RATT, and presented to the ERB/ISCCB  Secretariat, the formal recommendation package to be presented to the ERB and the ISCCB will be assembled by the ERB/ISCCB Secretariat.  This package is to include the complete table defining all alternatives considered by the ECP RATT, and their associated arguments (pros and cons).

3.5.1.5. Meeting Minutes and Agendas

The ERB/ISCCB Secretariat is responsible for preparing and distributing agendas 2 business days prior to the ERB/ISCCB Secretariat  meetings, taking minutes during the meeting, and distributing and posting the minutes

Meeting agendas shall include, but not be limited to:

1. The purpose, location, time, date, and security level of the meeting; VTC or teleconference meetings should be noted as such.

2. Point of contact (POC) for providing security clearances / visitor requests (if required), or VTC support.

3. Web site URL for the ERB/ISCCB Secretariat  for last minute changes and availability of presentations and white papers supporting the meeting, as well as contact information for the action item POCs.

4. Time scheduled list of action items, including the POC for the items.  

Minutes shall be posted on the Block 1 ERB/ISCCB Secretariat  web site within one week after the meeting, with automatic email notification provided to the SWB Block 1 community. Meeting minutes shall include, but not be limited to:

1. The location of the meeting
2. The time the meeting was called to order and adjourned
3. The purpose/objectives, denoting whether it is a regular or special meeting

4. List of attendees denoting chair, secretariat, members, visitors, and system/organizations represented

5. The agenda as presented 

6. New actions developed during the meeting, POC/RATTs for that action, and the date the issue will be next addressed

7. Summary of new action items assigned at the meeting and the POC, including the creation of any RATT and it’s members
8. Summary of Unresolved/Open actions

9. Summary of Conclusions and Recommendations 

3.5.1.6. Appeal Process

All appeals to final ISCCB decisions should be submitted through the respective chain of command.

4. Schedules

All events relative to the execution of this plan shall be recorded in the Block 1 Administration Schedule, and posted on the Block 1 ERB/ISCCB Secretariat  web site calendar and/or Task List.

5. Resources

It is not the intent of this document to prescribe tools or staffing requirements for the participating PEOs or MACOMs.  The tools and staffing requirements listed below are prescriptive only to the Army Software Blocking Block 1 ERB, ISCMO and CTSF activities.

	CI Type
	Tool Requirements
	Tool Selection

	Quality Record 
	Secure Archive 
	QuickPlace® (Block 1 Web Site)

	Baseline Product 
	Secure Archive, 

Version Control, and 

Configuration Accounting 
	 QuickPlace® (ISCMO Web Site)

	SWB Deliverables 
	Configuration Control 
	Per CTSF IAIC SOP (Attachment 1)

	ECP 
	Status Tracking, 

Authorization Tracking, and 

Report Generation 
	QuickPlace® (Block 1 Web Site) until MEARS is implemented.


Table 5.1:  CM Tool Requirements and Selection


Staffing


ERB – Staffing requirements fulfilled by BE IPT Membership


ISCCB (ISCMO) – Chair, Secretariat, DB/Tools Administrator


CTSF – Per CTSF IAIC SOP (Attachment 1)
6. CM Plan Maintenance

Once approved this document and its appendices become a Block 1 CI.  Proposed changes to it shall require the entire rigor specified herein.  This document shall be reviewed annually by the ERB/ISCCB Secretariat to ensure that it remains practical and compliant with the Army Software Blocking Policy and the governing standards.  In case of conflict between this document and any subsequent overarching SWB CMP, this document SHALL NOT take precedence.

7. ARCHIVE AND DISASTER RECOVERY

For all block CM artifacts and configuration items maintained on QuickPlace®, the PEO C3(T) Continuity of Operations (CONOPS) Plan, January 2002, Paragraph 3.3, Knowledge Center document provides the detailed Archive and Disaster Recovery processes and procedures.

Archive and Disaster Recovery processes and procedures for the SWB-1 software delivered for certification/OPEVAL are per CTSF IAIC SOP (Attachment 1). 

8. RELEASE AND DELIVERY MANAGEMENT

Release and Delivery Management is concerned with two classes of SWB products: Baseline Documents/Quality Records and Software for fielding.

8.1. Baseline Documents/Quality Records: 

Upon completion of the block, the ISCMO will assume ownership of the Block 1 QuickPlace® for final archiving and maintenance for historical purposes.

8.2. Software

Software products delivered by Block 1 participants to the Central Technical Support Facility (CTSF) for Interoperability Certification/OPEVAL and delivery, shall be identified in accordance with (IAW) CTSF IAIC SOP (Attachment 1).  Delivery of SWB-1 software products shall be the certified and evaluated versions IAW all applicable contracts.
Appendix A: GLOSSARY

A.1 ACRONYMS AND ABBREVIATIONS

	ACCB
	Army Configuration Control Board

	ECP
	Engineering Change Proposal

	BE IPT
	Block Execution IPT

	BEMP
	Block Execution Management Plan

	CI
	Configuration Item

	CM
	Configuration Management

	CMP
	Configuration Management Plan

	CSCI
	Computer Software Configuration Item

	CTSF
	Central Technical Support Facility

	ERB
	Engineering Review Board

	GOSC
	General Officer Steering Committee

	IAIC
	Intra Army Interoperability Certification

	IER
	Information Exchange Requirement

	IPT
	Integrated Product Team

	ISCCB
	Interoperability Synchronization Configuration Control Board

	ISCMO
	Interoperability Synchronization Configuration Management Office

	MEARS
	Multi-User ECP Automated Review System

	MOA
	Memorandum of Agreement

	OPEVAL
	Operational Evaluation

	PM
	Project Manager

	POC
	Point of Contact

	RATT
	Rapid Action Tiger Team

	ROM
	Rough Order of Magnitude

	SOC
	SoS Oversight Council

	SoS
	System of Systems

	SWB
	Software Blocking

	TBD
	To Be Determined

	TBR
	To Be Resolved

	TIM
	Technical Interchange Meeting

	VTC
	Video Teleconference


A.2 Document Specific Definitions
	Deviation
	A Deviation is a temporary or permanent departure from mandatory product or process requirements. A Request for Deviation shall be prepared and submitted prior to development of the work product or initiation of the process activity.

	Baseline Work Products
	Baseline Work Products are those CIs that are living documents requiring version control (e.g., requirement specifications, design specifications, software builds, standards, etc.). They are work products that:

a) Formally specify Block operational and technical interoperability requirements.  This is the BEMP including all of its Annexes, Appendixes, and Attachments.  These items require change management, version control, and configuration accounting, secure archive and controlled access/visibility (Table C-1).

b) Must be tracked by the Block, but are not maintained by it:

i.  Programmatic artifacts that control the project’s ability to deliver SoS requirements (e.g. system specifications, design documents, funding allocation, staffing allocation, etc.) or that contribute to the risk of unsuccessful block delivery (e.g. inter-project dependencies, Government-Furnished Software, etc.).

ii.  Standards that form the technical basis by which Block Interoperability capabilities are founded, but are products of organizations outside the SWB process (e.g. message and protocol standards)

             These items are not under direct Block control, but have direct impact on Block success.  Early notification of PROPOSED changes to these parameters/documents by ECP is essential to the minimization of SWB risk (see SWB Risk Management Plan).

	Meeting
	For the purposes of this document, the term "meeting" may be used to refer to an electronic forum or an actual gathering.

	Quality Records
	Quality Records are those CIs that capture SWB activities and decisions, and that will never change once they are released (e.g., meeting minutes, white papers, reports, briefings, etc.).   These items are typically static, but require secure archive and controlled access/visibility.


	QuickPlace®
	Is the registered trademark of IBM-Lotus. 


Appendix B: Table of Organizational Responsibilities

	Organization
	Purpose and Objectives
	Membership and Affiliations
	Period of Affectivity
	Scope of Authority
	Operational Procedures Reference

	GOSC
	The GOSC is responsible for review and approval/disapproval of changes to this plan in any part, and shall adjudicate individually any request for exception to or deviation from requirements of this plan. For Block 1, the GOSC has delegated this authority to the SOC.
	GO level Tri-Chair: ASA(ALT), G6, G8, PM/PEO’s
	Perpetual
	Per SWB Policy
	SWB Policy

	SOC
	The SOC is responsible for the identification and specification of systems and platforms identified for participation within the SWB program.  They will also arbitrate unresolved issues between organizations participating in the block, and be the sole interface between those organizations and the GOSC. The SOC, through it’s ISCMO, will control the documents/data that define the SoS functional, performance, and test and certification requirements that constitute the SoS Block level configuration baselines.

The SOC, functioning as the ISCCB, shall be the formal block-level configuration control decision-making forum for SWB Block 1,and shall be scheduled to meet periodically (quarterly) or at the call of any of the chairpersons.  The ISCCB will be primarily concerned with issues affecting interoperability between block systems and external interfaces with other systems.  When new requirements are identified and approved, the ISCCB shall add them to the configuration baseline.  The ISCCB also provides the SWB process interface to external activities such as the Army Configuration Control Board (ACCB).
	Colonel level Tri-Chair: ASA(ALT), G6, G8, PM/PEO’s
	Perpetual
	Per SWB Policy
	SWB Policy


	Organization
	Purpose and Objectives
	Membership and Affiliations
	Period of Affectivity
	Scope of Authority
	Operational Procedures Reference

	ERB
	The BE IPT, functioning as the block ERB, shall meet as required to obtain technical consensus on ECPs.  ERB ECP concurrence with ERB/ISCCB Secretariat  recommendations shall be provided to the SOC (functioning as the ISCCB) for their consensus and onto the GOSC for approval.
	PEO(C3T) (host), Block system PM/PEO’s, ATEC, CTSF, CECOM SEC
	Block Execution Phase
	SWB Policy, SWB CMP
	SWB Policy, SWB CMP

	ERB/ISCCB Secretariat
	The ERB/ISCCB Secretariat  of the BE IPT is responsible for the handling, analysis and recommendation for production on ECPs submitted against the block baseline, as well as for tracking the implementation of these changes if approved.  The ISCMO is responsible for providing the configuration management activities of ECP processing, as well as providing support to the secretariat .

	PEO(C3T) (host), Block system PM/PEO’s, ATEC, CTSF, CECOM SEC
	Block Execution Phase
	SWB CMP
	SWB CMP

	CTSF
	CTSF maintains configuration control of all block software products submitted for Interoperability Certification, IAW the CTSF IAIC SOP (Attachment 1). 
	CTSF
	Perpetual
	SWB Policy, SWB CMP
	CTSF IAIC SOP 

	ISCMO
	The ISCMO, under the SOC ISCCB, is the custodian of all SWB baseline configuration items, and acts as a member of the ERB/ISCCB Secretariat.
	CECOM
	Perpetual
	SWB Policy, ISCMP
	ISCMP


Appendix C: List of Block 1 Configuration Item

	Title
	Type
	Custodian

	Army Software Blocking Policy
	B
	ISCMO

	Block 1 Block Execution Management Plan (BEMP)
	B
	ISCMO

	Block 1 BEMP Appendix 1
	B
	ISCMO

	Block 1 BEMP Appendix 2
	B
	ISCMO

	Block 1 BEMP Appendix 3
	B
	ISCMO

	Block 1 BEMP Appendix 4
	B
	ISCMO

	Block 1 BEMP Appendix 5
	B
	ISCMO

	Block 1 BEMP Appendix 6
	B
	ISCMO

	Block 1 BEMP Appendix 7
	B
	ISCMO

	Block 1 BEMP Appendix 8
	B
	ISCMO

	Block 1 BEMP Appendix 9
	B
	ISCMO

	Block 1 BEMP Appendix 10
	B
	ISCMO

	Block 1 BEMP Appendix 11
	B
	ISCMO

	Block 1 BEMP Appendix 12
	B
	ISCMO

	Block 1 BEMP Annex 1 - Risk Management Plan
	B
	ISCMO

	Block 1 BEMP Attachment 1
	B
	ISCMO

	Block 1 BEMP Attachment 2
	B
	ISCMO

	Block 1 BEMP Attachment 3
	B
	ISCMO

	SWB-1 Charter and SOP
	B
	ISCMO

	SWB-1 Test tools (not Block member systems)
	B
	ISCMO

	SWB-1 Meeting Invitations (including agenda and all amendments)
	N
	BE IPT

	SWB-1 Meeting Minutes (approved)
	N
	BE IPT

	SWB-1 Briefing Presentations
	N
	BE IPT

	SWB-1 White Papers
	N
	BE IPT

	SWB-1 CI Master Log
	N
	ISCMO

	SWB-1 Engineering Change Proposals (ECPs)
	N
	ISCMO

	 SWB-1 Software delivered for certification/OPEVAL
	D
	CTSF

	 SWB-1 Software documents delivered for certification/OPEVAL
	D
	CTSF

	SWB-1 Standards
	R
	Controlling Body

	SWB-1 Applicable Project Artifacts
	R
	Controlling Body


Table C-1: List of Block-1 Configuration Items 
Type Key:  B – Baseline, N – Non-Baseline, R – Referenced, D – SWB Deliverable

Appendix D: Identification Scheme (Pending MEARS Implementation)
CIs shall be assigned unique identification IAW the scheme defined below.

	SWB-1
	-B
	-CCCCC
	-Rxx.yy
	
	

	
	
	
	
	
	

	
	
	
	
	CI Release Version 

	
	
	
	Sequentially assigned CI Number

	
	
	Type: B = Baseline, N = Non-baseline, P = Product, R = Reference

	
	Block Identifier


Figure D-1: CI Identification Schema

	C
	  B
	n
	 -YYDDD
	 -NN
	-Rnn
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	 Revision (blank for original document)

	
	
	
	
	
	 Day Index Number

	
	
	
	
	 Julian Date (YY, = Year, DDD = Day)

	
	
	SWB Identifier  (1, 2, 3 ....)

	
	
	  ECP Custodian (B = BE IPT, C = ISCMO)

	
	Request Type (C = Change, D = Deviation)


Figure D-2: ECP Identification Schema

EXAMPLES:

CB1-02261-01

A routine CI change sponsored by the BE IPT for Block 1.  Logged as the first ECP on 18 September 2002 and an original document.

DC2-02329-03-R01
The first revision of a request for deviation from a CI sponsored by the ISCMO for Block 2.  Initially logged as the third ECP on 25 November 2002.

	CI Identifier
	Document 
Title
	Release Version
	Release Date
	Document Custodian
	Initial Approval Authority
	Control Method
	Change Approval Authority
	Baseline Identifier

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	


Configuration control may be accomplished by any of the following methods: 1) by secure archive, 2) by version reference, 3) by change traceability, and 4) by full custodianship.

Figure D-3: CI Master Log Template

Appendix E: ECP Preparation Guideline (Until MEARS is implemented)
Engineering Change Proposals (ECP) are prepared and submitted for recommended changes to configuration baselines.  DA Form 5005-R, Engineering Change Proposal – Software, shall be the form used for software blocking. Guidance for completing this form is provided below. 

Block 1: ERB/ISCCB Secretariat  
Block 2: PM/PEO or other identifier

Block 3: Assigned by the ERB/ISCCB Secretariat
Block 4: POC info

Block 5: Assign Priority code as below:

ECP Priority ASSIGNMENT

Changes shall be assigned a priority “Routine”, “Urgent”, or “Emergency” according to the criteria specified in Table 3.2-1.  The recipient of the ECP shall coordinate the review and assessment of all priority assignments.  Based on this assessment, the ERB/ISCCB Secretariat shall expedite any Urgent or Emergency priority ECP.

	CODE
	PRIORITY
	APPLICATION

	E
	EMERGENCY
	Significant change - requires convening a special GOSC.

	U
	URGENT
	Accelerated handling for inclusion in scheduled SOC/GOSC.

	R
	ROUTINE
	Does not require special handling or scheduling


Table E-1: ECP Priority Codes


Routine Priority

A routine priority shall be assigned to an ECP when emergency or urgent is not applicable and normal scheduling and agenda capacity constraints may be applied.

       Urgent Priority

An URGENT priority shall be assigned to an ECP when emergency is not applicable yet normal scheduling and agenda capacity constraints may not be appropriate.  An URGENT priority shall be assigned to an ECP for any of the following reasons:

1. To effect a change which, if not accomplished expeditiously, may seriously compromise the mission effectiveness of deployed equipment, software, or forces; or

2. To correct a potentially hazardous condition, the uncorrected existence of which could result in injury to personnel or damage to equipment.  (A potentially hazardous condition compromises safety and embodies risk, but within reasonable limits, permits continued use of the affected item provided the operator has been informed of the hazard and appropriate precautions have been defined and distributed to the user.); or

3. To meet significant contractual requirements (e.g., when lead time will necessitate slipping approved production, or deployment schedules if the change was not incorporated); or

4. To effect an interface change that, if delayed, would cause a schedule slippage or increase cost; or

5. To effect a significant net life cycle cost savings to the Government, as defined in the contract, through value engineering, or through other cost reduction efforts where expedited processing of the change will be a major factor in realizing lower costs.

6. To correct unusable output critical to mission accomplishment;

7. To correct critical CI files that are being degraded; or

8. To affect a change in operational characteristics to implement a new or changed regulatory requirement with stringent completion date requirements issued by authority higher than that of the functional component.

        Emergency Priority

An EMERGENCY priority shall be assigned to an ECP for either of the following reasons:

1. To effect a change in operational characteristics which, if not accomplished without delay, may seriously compromise the national security;

2. To correct a hazardous condition which may result in fatal or serious injury to personnel or in extensive damage or destruction of equipment.  (A hazardous condition usually will require withdrawing the item from service temporarily, or suspension of the item operation, or discontinuance of further testing or development pending resolution of the condition.)

Block 6: Configuration Item the ECP applies to, including version.

Block 7: If an emergency problem fix, CI and version the problem was found in, else NA

Block 8: If an emergency problem fix, date and time of detection, else N/A.

Block 9: Affected System name

Block 10: Short descriptive title of ECP

Block 11: Detailed description

Block 12: Adverse effects and improvements of change, and effect of not making change.

Block 13: Recommended action/solution and justification.

Block 14: Origination Approval Signature

Block 15: Continuation of Blocks 11 through 13 if needed, or use separate sheet.

Block 16 & 17: Approval/Disapproval action and signatures (GOSC/SOC) as appropriate

Block 18 & 19: If an emergency problem fix, record corrective action and signature of authority verifying fix.

Block 20: Class as defined below:

ECP Classes

a. Class I, which affects the “Form, Fit and Function” of the SoS, and requires resources beyond those available within the ISCCB’s authority.

b. Class II, which enhances the functionality of the SoS and are within the ISCCB’s scope of resources (time, funding, available manpower).

An ECP will be classified as Class I when any of the following factors affect form, fit, or function of the equipment, and cannot be repaired by simple replacement of like parts or materials, or by simple software changes.

a. Performance characteristics out-of-tolerance.

b. Reliability, maintainability, or survivability parameters out-of-tolerance.

c. Interface or Interoperability characteristics out-of-tolerance.

d. Factors such as Government Furnished Equipment (GFE) changes, equipment safety, Electromagnetic Interference (EMI) or Electromagnetic Compatibility (EMC) problems, operational or test malfunctions, maintenance, computer software, compatibility with support equipment or training devices, changes to the physical configuration, or operation and maintenance manuals errors, or safety of personnel.

e. Addition of any item (part or sub-assembly) that is not interchangeable with like items.

f. Any item requiring a new part identification number.

g. Changes that provide cost savings to the government (value engineering change).

h. Changes to systems/equipment specifications that affect performance, contract, costs, guarantee/warranties, contract deliveries; or major changes in scheduled contract milestones.

A Class II engineering change is any change that does not affect form, fit, function, interchangeability, or interoperability of the equipment or computer software/firmware, or updates to technical documentation.

Block 21: For Class I changes only, Per DOD-STD-480 and AR 18-12-5:

	Code
	Description

	A
	Record Only

	B
	Interface

	C
	Compatibility

	D
	Deficiency

	O
	Operational or Logistics Support

	P
	Production Stoppage

	R
	Cost Reduction

	S
	Safety

	V
	Value Engineering


Block 22: Used if this ECP is also being executed by external change control activity that requires SWB approval.  The external activity should have utilized block 3, and therefore, this block will contain the SWB ECP number.  

Block 24: ROM estimate of cost/savings, including schedule for the Block as well as the submitting system.

Block 25: Other affected system / CI’s (This will be filled in by the ERB & ISCCB,  the ISCCB itself, or the RATT formed to review the ECP if the originator is unable to ascertain this information).

Block 26: Use guidance below:

Functional/Allocated: ECP affects a functional requirement of the block (e.g. ability to support a required mission thread, or 

Technical/Product: ECP affects standards conformance or is the result of a hardware dependency issue.  Does not affect functional requirements but impacts interoperability on a technical basis.

Major: Not used, leave blank

Minor: Not used, leave blank

Maintenance: Corrects a fault with system

Modification: Adds or removes functionality, or changes an interface (e.g. updates implemented messaging or protocol standard)
Block 27: Required / recommended implementation date

Block 28 & 29: PA = GOSC, ARA = SOC

Appendix F: DEVIATION LOG Template (Until MEARS is implemented)
	DEV/WAIVER
NO.
	AUTHORIZING
ECP NO.
	
STATUS*
	
TITLE

	(none)
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


*Status is: Open, Closed, or Terminated

Figure F-1: DEVIATION LOG Template

Appendix G: FORMS AND FORMATS (Until MEARS is implemented)
Sample ECP Process Documentation Forms are shown in the following three pages:

	ECP ACTION RECOMMENDATION SUMMARY

	ECP ID
	Priority
	Custodian
	Change Type
	Julian Date
	Index Number
	Revision

	BLOCK-1
	-P
	-C
	-D
	-YYDDD
	-NN
	-Rrr

	ISCCB Date:  ______________________

	






ISCCB MEMBER

	






AUTHORIZED SIGNATURE

	APPROVE AS SUBMITTED
	APPROVE  WITH MODIFICATIONS
	DEFER
	REJECT
	NO IMPACT

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Board’s Final Recommendation
	
	
	
	
	
	

	________________________________
ISCCB Chair
	_________________________________
ISCCB Chair
	________________________________
ISCCB Chair


Figure G-1: ERB/ISCCB Secretariat Action Recommendation Summary

	SWB INTEROPERABILITY SYCHRONIZATION
CONFIGURATION BOARD DIRECTIVE

	ECP ID
	Priority
	Custodian
	Change Type
	Julian Date
	Index Number
	Revision

	BLOCK-1
	-P
	-C
	-D
	-YYDDD
	-NN
	-Rrr

	ISCCB Date:  ______________________

	DOCUMENT NUMBER



	DOCUMENT TITLE


	CHANGE NUMBER

	REV
	CORR
	DATE

	ORIGINATOR


	CHANGE TITLE



	DISPOSITION OF ECP

	APPROVED
	NOT APPROVED

	 FORMCHECKBOX 
  AS SUBMITTED

 FORMCHECKBOX 
  WITH ISCCB RECOMMENDED
        MODIFICATIONS


	formcheckbox 
  DEFER UNTIL ___________
                                  (ISCCB DATE)
formcheckbox 
  REJECT            
formcheckbox 
  WITHDRAWN


	ISCCB DIRECTION

	

	APPROVAL SIGNATURES

	CHAIR:
	CHAIR:                                                                               
	CHAIR:


Figure G-2: ISCCB Directive Form

	ISCCB Directive for Multiple ECPs

	ECP ID
	Priority
	Custodian
	Change Type
	Julian Date
	Index Number
	Revision

	BLOCK-1
	-P
	-C
	-D
	-YYDDD
	-NN
	-Rrr

	ISCCB Date:  ______________________

	DISPOSITION OF ECPs

	ECP Number
	APPROVE AS SUBMITTED
	APPROVE AS SUBMITTED
	DEFER
	REJECT
	WITHDRAWN
	COMMENTS

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	ISCCB Recommendation
	
	
	
	
	
	

	Approval Signatures

	Chair
	Chair
	Chair


Figure G-3: ISCCB Directive Form for Multiple ECPs

Appendix H: Configuration Status Accounting

Configuration status accounting (CSA) is the process of creating and organizing the knowledge base necessary for the performance of configuration management. In addition to facilitating CM, the purpose of CSA is to provide a highly reliable source of configuration information to support all program/project activities, including: 

1. A record of the approved configuration documentation and identification numbers

2. The status of proposed changes and deviations to the configuration

3. The implementation status of approved changes

4. The configuration of all units of the configuration item in the operational inventory.

H.1  Status Accounting Data

Configuration Status Accounting shall be initiated by document custodians at the effective date of document control and shall continue until disposition of the CI.  The configuration status accounting information maintained for each CI and ECP shall include, but not be limited to:

1. The date of the initial approval
2. The initial approving authority
3. The date of each change
4. The implementers of each change
5. The authorization for each change 

6. The impact of each change
7. The status of each ECP
8. The status and revision level of each Specification Change Notice
9. The approved changes to baseline military and commercial standards
10. Open Items
H.2  Configuration Status Reporting

The document custodians shall, at regular intervals, no less frequently than every three months, provide the BE IPT and SOC with a Block Configuration Status Report to be posted on the Block’s web site.  This report shall contain the current status of each CI in terms of the data items listed above and other information as appropriate.
ATTACHMENT 1:  Central Technical Support Facility (CTSF) Intra Army Interoperability Certification (IAIC) Standard Operating Procedures (SOP)
The PEO’s and MACOM Commanders identified by these coordination signatures agree to adopt and support the policies and procedures of this document as policy within their respective organizations, for all systems under their authority participating in Software Block 1.





The PEO’s and MACOM Commanders identified by these coordination signatures agree to adopt and support the policies and procedures of this document as policy within their respective organizations, for all systems under their authority participating in Software Block 1.
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This document is a controlled Configuration Item. All changes must be initiated�via an Engineering Change Proposal – Software (ECP-S), DA Form 5005-R, for review and approval by the SWB Interoperability Synchronization Configuration Board, as described herein.
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